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Abstract—To protect the copyright of digital image, this 
paper proposed a combined Discrete Wavelet Transform 
(DWT) and Discrete Cosine Transform (DCT) based 
watermarking scheme. To embed the watermark, the cover 
image was decomposed by a 2-level DWT, and the HL2 sub-
band coefficient was divided into 4x4 blocks, then the DCT 
was performed on each of these blocks. The watermark bit 
was embedded by predefined pattern_0 or pattern_1 on the 
middle band coefficients of DCT. After watermark insertion, 
inverse DCT was applied to each of the 4x4 blocks of HL2 
sub-band coefficient, and inverse DWT was applied to 
obtain the watermarked image. For watermark extraction, 
the watermarked image, which may be attacked by various 
image attacks, was decomposed with 2-level DWT and DCT 
similarly as watermark embedding process, then correlation 
between middle band coefficients of block DCT and the 
predefined pattern (pattern_0 and pattern_1) was calculated 
to decide whether a bit 0 or a bit 1 was embedded. Genetic 
algorithm was used for embedding and extraction 
parameters optimization. Optimization is to maximize 
PSNR of the watermarked image and NCC of the extracted 
watermark. Experiment results show that the proposed 
scheme in this paper is robust against many image attacks, 
and improvement can be observed when compared to other 
existing schemes.  
 
Index Terms—watermark, DWT, DCT, genetic algorithm, 
image 
 

I. INTRODUCTION 

The development of Internet and computer has 
changed our society. Digital multimedia can be copied 
and transmit easily and conveniently. Images, audio and 
video can be edited and modified illegally by some 
advanced processing software. The protection of 
copyright of digital multimedia becomes an important 
issue. Researchers are aware of this problem and some 
solutions have been proposed. 

Digital watermarking techniques can provide detection 
and protection of copyrighted digital multimedia. 
Watermarking technique embeds specific information or 
copyright codes called watermark into the original media 

invisibly. In the case of dispute over the ownership of the 
media, embedded watermark can be extracted and it can 
be used to identify the ownership. 

Digital watermarking algorithms can be classified into 
different types according to their embedding domain and 
characteristics. 

Based on the resistance to attacks, it can be divided 
into robust watermarking [1-5], fragile watermarking [6-8] 
and semi-fragile watermarking algorithms [9-11]. Robust 
watermarking is designed to resist intentional and 
unintentional destroy to the watermark. Conversely, 
fragile watermark is designed to be easily destroyed by 
any kind of manipulations on the protected media. It is 
used for strict authentication. On the other hand, semi-
fragile watermarking combines characteristics of fragile 
and robust watermarking techniques. In semi-fragile 
watermarking scheme, a watermark is embedded such 
that it can undergo some specific image processing 
operations while it is still possible to detect malevolent 
alterations to the media. 

Based on embedding domain, digital watermarking 
algorithms can be classified into spatial domain [12, 13] 
and transform domain [14-21].Embedding watermarks in 
spatial domain are conceptually simple and have very low 
computational complexities, while algorithms based on 
the transform domain are more robust. Some of the 
transform domain methods available in the literature are 
listed as follow: methods based on discrete cosine 
transform (DCT) [14, 15], discrete wavelet transform 
(DWT) [16, 17], discrete Hadamard transform [18, 19], 
singular value decomposition [20] and discrete Fourier 
transform [21].  

In [14], Zhang et al. proposed an improved 
watermarking algorithm based on DCT. First, both rows 
and ranks of the watermark were extended by using the 
proposed method before the embedding stage. After 
expansion, Sine chaotic system was employed in 
encrypting the watermark. In the embedding stage, an 
effective and adaptive embedding method was proposed 
to embed the watermark into the blocked DCT 
coefficients. Experimental results demonstrated that the 
proposed algorithm works well in resisting both geometry 
attack and noise attack. It also worked well in recovering 
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the watermark after image suffered from JPEG 
compression.  

In [22], Wang et al. proposed a wavelet-tree-based 
blind watermarking scheme for copyright protection. The 
wavelet coefficients of the host image were grouped into 
so-called super trees. The watermark was embedded by 
quantizing super trees. The trees were so quantized that 
they exhibit a large enough statistical difference, which 
will later be used for watermark extraction. Each 
watermark bit was embedded in perceptually important 
frequency bands, which renders the mark more resistant 
to frequency based attacks. Also, the watermark was 
spread throughout large spatial regions. This yields more 
robustness against time domain geometric attacks. 

In this paper, we propose a robust watermarking 
scheme based on combined DWT and DCT. In the 
embedding scheme, firstly, the original image is 
decomposed using 2-level DWT, then a 4x4 block DCT 
decomposing is performed on the HL2 coefficients of 
DWT. After that, the watermark is embedded in the 
middle band coefficients of DCT. There are two 
predefined watermark pattern, according to the bit of the 
watermark image is 0 or 1, one of the watermark patterns 
is scaled by the gain factor and added to the middle band 
coefficients of DCT. Then the inverse DCT and DWT is 
applied to obtain the watermarked image. In the 
extraction scheme, the DWT and DCT transform are 
applied similarly as in the embedding scheme, then the 
correlation between the middle band coefficients of DCT 
and the two predefined watermark pattern is calculated to 
decide whether a bit 0 or bit 1 is embedded in the image. 
Moreover, we use genetic algorithm to find the optimal 
embedding parameters including the gain factor and 
frequency bands for watermark embedding into the DCT 
coefficients, which can improve robustness and image 
quality of the watermarked image.  

The rest of the paper is organized as follows. The 
genetic algorithm principle is described in Section 2. The 
proposed method is presented in Section 3. Then, 
experimental results are presented in Section 4. Finally, 
we conclude this paper in Section 5. 

Your goal is to simulate the usual appearance of papers 
in a Journal of the Academy Publisher. We are requesting 
that you follow these guidelines as closely as possible.  

II. GENETIC ALGORITHM PRINCIPLES  

Genetic algorithm (GA) is one of the most widely used 
artificial intelligent techniques for optimization. GA was 
first developed by John Holland [23]. GA is stochastic 
searching algorithm based on the mechanisms of natural 
selection and genetics, and is very efficient in searching 
for global optimum solutions. 

GA process can be described based on three functional 
units. They are selection, crossover and mutation 
operations. The implementation of GA is briefly 
summarized as follows. Firstly, a set of number strings 
called population, which is composed of a group of 
chromosomes, are randomly generated to represent the 
solutions of the optimization problem. The elements in 
the strings, called “genes”, are adjusted to minimize or 

maximize the fitness value generated by the fitness 
function. The chromosome with good fitness value has 
greater chance to survive during the evolution process. 
The objective function is problem specific; it should be 
carefully defined by the designers. Then, the selection 
operator performs a selection function on the 
chromosomes. The chromosomes are copied from one set 
to the next according to their fitness values. Next, the 
crossover operator chooses pairs of chromosomes at 
random and produces two new offspring. A crossover 
point is selected between the two parents’ chromosomes. 
Two new offspring are produced by exchange the 
fractions of two parents’ chromosome after the crossover 
point. After that, the mutation operator randomly changes 
the value of bits in a chromosome. It can keep GA from 
converging too fast. The mutation rate should be low. 
Similarly, the fitness value of the offspring is calculated 
as their parents in order to replace the chromosomes in 
the current generation. The GA cycle is repeated until 
maximum number of generations is reached or the 
objective value is below a threshold. With the 
fundamental concepts in GA, we are able to design an 
optimized DWT and DCT based watermarking scheme 
with the aid of GA. 

The genetic algorithm toolbox developed by the 
University of Sheffield is one of the most popular used 
genetic algorithm toolbox, and it is used in this paper. 

III. PROPOSED METHOD  

In the proposed method, both DWT and DCT are 
performed on the image. For DCT, there are three 
frequency sub-bands: low band frequency, middle band 
frequency and high band frequency. The low band 
frequency contains most of the signal energy and most 
important visual parts of the image. If watermark embeds 
in low band frequency, the imperceptibility will be poor 
although it will be robust to many image attacks. Also, 
the watermark cannot be embedded into high band 
frequency, because high band frequency may be removed 
by JPEG compression and noise attacks. Therefore, the 
watermark should be better embedded into the middle 
band frequency to trade-off between robustness and 
imperceptibility [24-27]. 

DWT decompose an image into four non-overlapping 
multi-resolution sub-bands LL1, HL1, LH1 and HH1. 
LL1 is the approximation coefficients, HL1, LH1 and 
HH1 are details coefficients (horizontal, vertical, and 
diagonal, respectively). To obtain 2-level DWT 
coefficients, the sub-band LL1 is further decomposed. 
And as mentioned in [28], HL2 is selected to embed 
watermark in this paper. 

A.  Watermark Embedding 
The watermark embedding procedure is represented in 

Figure 1, followed by a detailed explanation. 
Step 1: Perform DWT on the cover image to 

decompose it into four non-overlapping sub-bands: LL1, 
HL1, LH1, and HH1. 
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Step 2: Perform DWT again on the HL1 sub-band to 
get four smaller sub-bands: LL2, HL2, LH2, and HH2 as 
show in Figure 2. 

 

 
Figure 1  Embedding scheme 

 
Step 3: Divide the sub-band HL2 into 4x4 blocks. 
Step 4: Perform DCT to each block in the HL2 sub-

band. 
Step 5: Generate a pseudorandom sequence or called 

“pattern_0” by a key, and inverse each bit of pattern_0 to 
get pattern_1. The length of pattern_0 and pattern_1 is 
equal to the number of selected middle band coefficients 
of DCT. Where pattern_0 is used to embed the watermark 
bit 0 and pattern_1 is used to embed the watermark bit 1. 

 

 
Figure 2  2-level DWT sub-bands 

Step 6: Embed pattern_0 and pattern_1 with a gain 
factor in the middle band coefficients of DCT as follow: 

X′ =  �𝑋 +  𝛼 ∗ 𝑝𝑎𝑡𝑡𝑒𝑟𝑛_0 𝑖𝑓 𝑤𝑎𝑡𝑒𝑟𝑚𝑎𝑟𝑘 𝑏𝑖𝑡 = 0
𝑋 +  𝛼 ∗ 𝑝𝑎𝑡𝑡𝑒𝑟𝑛_1 𝑖𝑓 𝑤𝑎𝑡𝑒𝑟𝑚𝑎𝑟𝑘 𝑏𝑖𝑡 = 1

�    

(1)                                
Where, 𝛼  is the gain factor, 𝑋  is the selected middle 

band coefficients of DCT before embedding, and 𝑋′  is 
middle band coefficients of DCT after embedding. 

Step 7: Perform the inverse DCT on each 4x4 block 
after pattern_0 and pattern_1 are added to the selected 
middle band coefficients. 

Step 8: Perform the inverse DWT on the image to 
produce the watermarked image. 

B.  Watermark Extraction 
The watermark extraction scheme is show in Figure 3, 

and the details are described as follows. 

 
Figure 3 Extraction scheme 

 
Step 1: Perform DWT on the cover image to 

decompose it into four non-overlapping sub-bands: LL1, 
HL1, LH1, and HH1. 

Step 2: Perform DWT again on the HL1 sub-band to 
get four smaller sub-bands: LL2, HL2, LH2, and HH2 as 
show in Figure 2. 

Step 3: Divide the sub-band HL2 into 4x4 blocks. 
Step 4: Perform DCT to each block in the HL2 sub-

band. 
Step 5: Regenerate the two pseudorandom sequences 

using the same key which used in the watermark 
embedding scheme. 

Step 6: For each block in the sub band HL2 calculate 
the correlation between the middle band coefficients and 
the two generated pseudorandom sequences. If the 
correlation with pattern_0 is higher than the correlation 
with pattern_1, then the extracted watermark bit is 
considered to be 0, otherwise the extracted watermark is 
considered to be 1. 

Step 7: The watermark image is reconstructed 
according to the watermark bits. 

C.  Performance Improvement using GA 
Watermarking problem can be viewed as an 

optimization problem. There are three conflicting 
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requirements: robustness, imperceptibility and capacity. 
NCC indicates the amount of similarity between the 
original watermark image and the extracted watermark 
image. It reflects the robustness of a watermark scheme. 
Imperceptibility of a watermark scheme can be described 
by PSNR. PSNR is inversely proportional to the amount 
of distortion introduced to the host image. Capacity 
describes the amount of bits can be embedded into the 
cover image. So, in a good watermarking scheme, all the 
three elements, PSNR, NCC and capacity should be as 
large as possible. At the other hand, the three elements 
are related with each other. Maximization of PSNR 
decreases the value of other two elements, and so does 
NCC and capacity. So, GA is used to find the optimum 
value of parameters used in the watermarking scheme to 
obtain the trade-off between the three conflicting 
elements. However, capacity is often application specific. 
In this paper, capacity is 1024 bits, PSNR is targeted to 
40 dB and NCC is targeted to 1.0. So the fitness function 
abs ((40-PSNR) + (1-NCC)) is defined for the GA 
optimize procedure. 

PSNR can be defined as follows: 
PSNR = 10 ∗ 𝑙𝑜𝑔10 ∗

255∗255
1/(𝑀∗𝑁)∑ ∑ [𝑓(𝑖,𝑗)−𝑔(𝑖,𝑗)]2𝑁

𝑦=1
𝑀
𝑥=1

𝑑𝐵  

(2)                      
There, M and N are the height and width of the image, 

respectively. 𝑓(𝑖, 𝑗)  and 𝑔(𝑖, 𝑗)  are the pixel value of 
cover image and the attacked image, respectively. The 
NCC is computed after the watermark is extracted from 
the attacked image. NCC can be defined as follow: 

NCC =  
∑ ∑ [𝑤(𝑖,𝑗)−𝑤𝑚𝑒𝑎𝑛][𝑣(𝑖,𝑗)−𝑣𝑚𝑒𝑎𝑛]𝑛

𝑗=1
𝑚
𝑖=1

�(∑ ∑ [𝑤(𝑖,𝑗)−𝑤𝑚𝑒𝑎𝑛]2𝑛
𝑗=1

𝑚
𝑖=1 )(∑ ∑ [𝑣(𝑖,𝑗)−𝑣𝑚𝑒𝑎𝑛]2𝑛

𝑗=1
𝑚
𝑖=1 )

  

(3)                      
There, m and n are the height and width of the 

watermark, respectively. 𝑤(𝑖, 𝑗) and 𝑣(𝑖, 𝑗) are the pixel 
value of the original watermark and the extracted 
watermark  respectively. 

Figure 4  GA-based watermark embedding and extraction 
 

Figure 4 shows the flow chart for GA-based watermark 
embedding and extraction. If the number of iteration is 
less than the defined maximal generation of GA, embed 
the original watermark into the cover image. After 
embedding, PSNR of the watermarked image is 
calculated, and the watermarked image may go through 
one or more image attacks, such as JPEG compression, 
Gaussian filter, cropping, rotation and so on. Then, 

extracted the watermark from the attacked image. Next, 
NCC between the original watermark and the extracted 
watermark is calculated. With PSNR and NCC, fitness 
value is obtained by the fitness function, and then GA 
operators (include selection, crossover, and mutation) 
yield the next generation parameters. This loop goes until 
the iteration of GA is equal to the defined maximum 
generation. 

IV. EXPERIMENTAL RESULTS 

Lena image of size 512x512 is used as cover image 
and is shown in Figure 5. The watermark image of size 
32x32 is shown in Figure 6. The watermarked image is 
shown in Figure 7. GA is used to find the optimum values 
of embedding gain factor and which four middle band 
coefficients of DCT to embed. To test the performance of 
the proposed watermarking scheme, MATLAB 7.12 and 
the genetic algorithm toolbox developed by the 
University of Sheffield is used. The GA parameters used 
in this paper are listed as follow: population size is 20; 
crossover rate is 0.8, mutation rate is 0.0056. Various 
attacks used to test the robustness of the watermarking 
scheme proposed in this paper are JPEG compression 
(with different quality factors), median filter, Gaussian 
filter, average filter, image sharpening, 50% and 200% 
scaling, 20%, 25% and 40% cropping, Gaussian noise, 
salt & pepper noise, row & column copying, row & 
column blanking, and rotation with different degrees. 
Moreover, the search space for GA optimize are: 12 to 50 
for embedding gain factor and 1 to 15 for the DCT 
coefficients to embed. 

With GA, gain factor used in the embedding scheme 
are 21 and the four DCT middle band coefficients are 3, 4, 
5 and 8. Table 1 shows extracted watermark from 
attacked image and NCC values. PSNR value of the 
watermarked image without attack is 41.5213dB. Table 2 
shows the performance comparison with existing 
schemes [22, 29, 30]. The proposed scheme in this paper 
is better than most of the schemes shown in the table. 

 

    

Figure 5  Cover image Figure 6  Watermark 
 

 
Figure 7  Watermarked image, 

PSNR = 41.5213 dB 
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TABLE I.   EXTRACTED WATERMARK FROM ATTACKED 
IMAGE AND NCC VALUES 

Attacks Extracted 
watermark NCC 

JPEG 

QF=90 
 

0.9783 

QF=70 
 

0.9721 

QF=50 
 

0.9342 

QF=30 
 

0.8943 

QF=20 
 

0.8095 

QF=10 
 

0.3675 

rotation 

10° 
 

0.7817 

30° 
 

0.7580 

0.25° 
 

0.8235 

0.75° 
 

0.7995 

1° 
 

0.8390 

-0.25° 
 

0.8242 

-0.75° 
 

0.7986 

-1° 
 

0.8394 

Median 
filter 

3x3 
 

0.9032 

4x4 
 

0.6387 

Gaussian filter 
(3x3)  

0.9117 

Average filter 
(3x3)  

0.8432 

Image sharpening 
 

0.9520 

Scaling 
50% 

 
0.8667 

200% 
 

0.9245 

Cropping 

25% 
 

0.9364 

20% 
 

0.9311 

40% 
 

0.8731 

Gaussian noise 
(0.001)  

0.8895 

Salt & pepper noise(0.001 
 

0.8990 

Row & Column copying 
(10-30, 40-70, 100-120)  

0.7962 

Row & column Blanking 
(30, 70, 120)  

0.7920 

 
TABLE II.  COMPARISON OF THE PROPOSED METHOD 

WITH THE METHODS OF LIEN ET AL. [22], LI ET AL. [29]AND 
WANG ET AL. [30] 

Type of 
attacks 

Wang et al. 
[30] 

(PSNR=38.2 
dB) 

Li et al. 
[29] 

(PSNR = 
40.6 dB) 

Lien et al. 
[22] 

(PSNR = 
41.54 dB) 

This 
paper 

(PSNR = 
41.52 
dB) 

Median 
filter(3x3) 0.51 0.35 0.79 0.90 

Median 
filter(4x4) 0.23 0.26 0.51 0.64 

JPEG, QF= 
10 NA 0.15 0.17 0.37 

JPEG, QF 
= 20 NA 0.34 0.61 0.81 

JPEG, QF= 
30 0.15 0.52 0.79 0.89 

JPEG, QF= 
50 0.28 0.52 0.89 0.93 

JPEG, QF 
= 70 0.57 0.63 0.97 0.97 

JPEG, QF 
= 90 1 0.78 1 0.98 

Image 
Sharpening 0.46 0.38 0.88 0.95 

Gaussian 
filter 0.64 0.70 0.84 0.91 

Rotation 
0.25° 0.37 0.46 0.53 0.82 

Rotation 
0.75° 0.26 0.36 0.16 0.80 

Rotation 1° 0.24 0.33 0.07 0.84 
Rotation -

0.25° 0.32 0.50 0.47 0.82 

Rotation -
0.75° 0.24 0.29 0.10 0.80 

Rotation -
1° 0.16 0.33 0.16 0.84 

Cropping 
25% NA 0.61 0.92 0.94 

Scaling 
50% NA 0.35 0.79 0.87 

 

V. CONCLUSION 

In this paper, a robust watermarking scheme based on 
DWT and DCT is presented, and is optimized with GA. 
HL2 sub-band of DWT coefficient is decomposed with 
4x4 block DCT. In each block, the four middle band 
coefficients are used to embed the watermark. To embed 
a bit 0, the predefined pattern_0 is scaled by a gain factor 
and added to the middle band coefficient of the block 
DCT. To embed a bit 1, the predefined pattern_1 is done 
similarly as pattern_0 when embed a bit 0. To extract the 
watermark, correlation between the predefined pattern 
(pattern_0 and pattern_1) and the middle band 
coefficients of block DCT is calculated. If the correlation 
between pattern_0 and the middle band coefficients of 
block DCT is larger, then the extracted watermark bit is 
consider to be 0, otherwise, the extracted watermark bit is 
consider to be 1. GA is used to find the optimum value of 
gain factor and to find which four middle bands of 
coefficient of block DCT are used to embed the 
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watermark. The PSNR and NCC of the proposed scheme 
are tested with Lena image and a binary watermark image 
of size 32x32. Compared with other methods [22, 29, 30], 
the proposed scheme is better than most of the schemes. 

ACKNOWLEDGMENT 

This work was supported in part by a grant from 
Beijing Natural Science Foundation under Grant No. 
4122026,Scientific Research Common Program of 
Beijing Municipal Commission of Education under Grant 
No. KM201210015007, KM201210015006 and 
KZ201210015015, Institute Level Key Projects Funded 
by Beijing Institute of Graphic Communication under 
Grant No. E-a-2012-25 and E-a-2012-27, Beijing 
University of Posts and Telecommunications under Grant 
No.  2011RC0210 and 2012RC0217. 

REFERENCES 

[1] Lee Chin-Feng, Chen Kuo-Nan, Chang Chin-Chen. A 
hierarchical fragile watermarking with VQ index recovery. 
Journal of Multimedia, 2011, 6(3): 277-284. 

[2] Chen Hongyuan, Zhu Yuesheng. A robust watermarking 
algorithm based on QR factorization and DCT using 
quantization index modulation technique. Journal of 
Zhejiang University-science C-computer & Electronics, 
2012, 13(8): 573-584. 

[3] Zhou Xinmin, Yu Jianping. Attack Model and 
Performance Evaluation of Text Digital Watermarking. 
Journal of Computers, 2010, 12(5): 1933-1941.  

[4] Zhang, Q.; Li, Y.; Wei, X. An Improved Robust and 
Adaptive Watermarking Algorithm Based on DCT. Journal 
Of Applied Research And Technology, 2012, 10(3): 405-
415. 

[5] Chen Huang-Chi, Chang Yu-Wen, Hwang Rey-Chue. A 
watermarking technique based on the frequency domain. 
Journal of Multimedia, 2012, 7(1): 82-89. 

[6] Di Martino, Ferdinando; Sessa, Salvatore. Fragile 
watermarking tamper detection with images compressed by 
fuzzy transform. Information Sciences, 2012, 195: 62-90. 

[7] Xiao, Di; Shih, Frank Y. An improved hierarchical fragile 
watermarking scheme using chaotic sequence sorting and 
sub-block post-processing. Optics Communications, 2012, 
285(10-11): 2596-2606. 

[8] Huo, Yaoran; He, Hongjie; Chen, Fan. Alterable-capacity 
fragile watermarking scheme with restoration capability. 
Optics Communications, 2012, 285(7): 1759-1766. 

[9] Hu Yanjun, Wang  Guanjun, Cao  Xinde, Yang  Lei. A 
robust public-key watermarking algorithm based on 
contourlet ransform and its application. Journal of 
Software, 2011, 6(11): 2247-2254. 

[10] Zhang Xiaoqiang, Zhu Guiliang, Wang Weiping , Wang 
Mengmeng. New Public-Key Cryptosystem Based on 
Two-Dimension DLP. Journal of Computers, 2012, 7(1): 
169-178.. 

[11] Qi, Xiaojun; Xin, Xing. A quantization-based semi-fragile 
watermarking scheme for image content authentication. 
Journal Of Visual Communication And Image 
Representation, 2011, 22(2): 187-200. 

[12] D. Lin and G. Liao. Swarm intelligence based fuzzy c-
means clustering for motion vector selection in video 
watermarking. International Journal of Fuzzy Systems, 
2008, 10(3): 185–194. 

[13] P. Chan, M. Lyu, and R. Chin. A novel scheme for hybrid 
digital video watermarking: approach, evaluation and 

experimentation.Circuits and Systems for Video 
Technology, IEEE Transactions, 2005, 15(12): 1638–1649. 

[14] Zhang Q. Li Y.; Wei, X. An Improved Robust and 
Adaptive Watermarking Algorithm Based on DCT. Journal 
Of Applied Research And Technology, 2012, 10(3): 405-
415. 

[15] Bi Hongbo, Zhang Yubo, Li Xueming. Video 
watermarking robust against spatio-temporal attacks. 
Journal of Networks, 2011, 6(6): 932-936. 

[16] Yang Yu, Lei Min, Liu Huaqun, Zhou Yaiian, Luo Qun. A 
novel robust zero-watermarking scheme based on discrete 
wavelet transform. Journal of Multimedia, 2012, 7(4): 303-
308. 

[17] Hu Yuping, Wang Zhijian, Liu Hui, Guo Guangjun. A 
geometric distortion resilient image watermark algorithm 
based on DWT-DFT. Journal of Software, 2011, 6(9): 
1805-1812. 

[18] Aung Aye, Ng Boon Poh, Rahardja Susanto. A Robust 
Watermarking Scheme Using Sequency-ordered Complex 
Hadamard Transform. Journal Of Signal Processing 
Systems For Signal Image And Video Technology, 2011, 
64(3): 319-333. 

[19] Maity Santi P., Kundu Malay K. DHT domain digital 
watermarking with low loss in image information. Aeu-
International Journal Of Electronics And Communications, 
2010, 64(3): 243-257. 

[20] Tsai Hung-Hsu, Jhuang Yu-Jie, Lai Yen-Shou. An SVD-
based image watermarking in wavelet domain using SVR 
and PSO. Applied Soft Computing, 2012, 12(8): 2442-
2453. 

[21] Liu Yan, Zhao Jiying. A new video watermarking 
algorithm based on 3D DFT and Radon transform. Signal 
Processing, 2010, 90(2): 626-639. 

[22] Wang S.H., Lin Y.P. Wavelet tree quantization for 
copyright protection watermarking. IEEE Trans. Image 
Process, 2004, 13(2): 154-165. 

[23] Holland, J.H. Adaptation in natural and artificial systems: 
an introductory analysis with applications to biology, 
control and artificial intelligence. Cambridge, MA: MIT 
Press: 1992. 

[24] Chu W. DCT-Based Image Watermarking Using 
Subsampling . IEEE Trans. Multimedia, 2003, 5(1): 34-38. 

[25] Lin, S. and C. Chin. A Robust DCT-based Watermarking 
for Copyright Protection. IEEE Trans. Consumer 
Electronics, 2000, 46(3): 415-421. 

[26] Deng F., B. Wang. A novel technique for robust image 
watermarking in the DCT domain. In Proc. of the IEEE 
2003 Int. Conf. on Neural Networks and Signal Processing. 
Nanjing: 2003, 2: 1525-1528. 

[27] Wu C., W. Hsieh. Digital watermarking using zero tree of 
DCT. IEEE Trans. Consumer Electronics, 2000, 46(1): 87-
94. 

[28] Ehsan Vahedi, Reza Aghaeizadeh Zoroofi, Mohsen Shiva. 
Toward a new wavelet-based watermarking approach for 
color images using bio-inspired optimization principles. 
Digital Signal Processing, 2012, 22: 153–162. 

[29] Li, E., Liang, H., Niu, X. An integer wavelet based 
multiple logo-watermarking scheme. Computer and 
Computational Sciences, 2006. IMSCCS '06. First 
International Multi-Symposiums on. Hanzhou, Zhejiang: 
2006, 10256-10260.  

[30] Zhang Weiwei, Zhang Ru, Liu Xianyi, Wu Chunhua, Niu 
Xinxin. A video watermarking algorithm of H.264/AVC 
for content authentication. Journal of Networks. 2012, 7(8): 
1150-1154. 

 
 

304 JOURNAL OF MULTIMEDIA, VOL. 8, NO. 3, JUNE 2013

© 2013 ACADEMY PUBLISHER



Cheng Mingzhi was born 1974 in Hubei 
China. He received the B.S. degree in 
Communication Engineering from 
Chongqing University of Posts and 
Telecommunications in 1996 and the 
M.S. degree in 2002 and the Ph.D. 
degree in Cryptography from Beijing 
University of Posts and 
Telecommunications in 2010.  

From 2010, he worked in Beijing 
Institute of Graphic Communication as a lecturer.  

Dr. Cheng is working in packaging anti-counterfeiting and 
Digital Content Security. 

 
 

Li Yan was born 1982 in Beijing China. He received the B.S. 
degree in information engineering from The PLA Information 
Engineering University in 2004, the M.S. degree in military 
communication from The PLA Information Engineering 
University in 2007. 

Dr. Li is working on information security as a Ph.D 
candidate at Beijing University of Posts and 
Telecommunications.  

 
 

Zhou Yajian was born 1971 in Shan Xi China. He received the 
B.S. degree in materials science and engineering from Beijing 
University of Aeronautics and Astronautics in 1993, the M.S. 
degree in materials science and engineering from Beijing 
University of Aeronautics and Astronautics in 1996 and Ph.D 
degree in communication engineering from Xidian University. 

Dr. Zhou is working on information security as an associate 
professor in Beijing University of Posts and 
Telecommunications. 

 
 

Lei Min was born 1979 in Jiangxi China. He received the B.S. 
degree of Science in Computer Science from Nanchang 
University in 1999, the M.S. degree in Computer software and 
theory from Beijing University of Posts and 
Telecommunications in 2002 and Ph.D degree in Cryptography 
from Beijing University of Posts and Telecommunications in 
2011. 

Dr. Lei is working on information security as a lecturer in 
Beijing University of Posts and Telecommunications. 

 

JOURNAL OF MULTIMEDIA, VOL. 8, NO. 3, JUNE 2013 305

© 2013 ACADEMY PUBLISHER

http://dict.cnki.net/dict_result.aspx?searchword=%e5%8c%85%e8%a3%85%e9%98%b2%e4%bc%aa&tjType=sentence&style=&t=packaging+anti-counterfeiting�



